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一、课题背景、目的、意义

|  |
| --- |
| 云计算是信息领域的一种新的技术变革，是在分布式计算、对等计算之后的一种新型计算模型。云计算具有强大的计算能力和海量的存储能力。它通过互联网平台将大量的资源连接在一起，为不同的用户提供云服务。而用户存储在第三方平台上的数据失去了用户对数据的控制权，而云提供云存储的第三方平台并非完全可信，因此云端数据面临着安全风险。为了解决这类问题，可搜索云加密技术应运而生。  可搜索加密技术使用户具有在密文域上进行关键词搜索的能力。数据以密文的方式存储在服务器上时，利用云服务器的检索能力进行关键词的检索。这项技术不但使得用户在云端的数据得到了有效保护，而且对于检索效率也可以在服务器的技术上得到大幅度的提升。  目前，云计算已经成为数字经济时代的算力中枢和数字底座，许多企业对云计算的态度愈加积极，特别是那些正在向云支付处理迈进的金融服务组织。一个安全的云计算平台和系统对云计算发展有着十分重要的意义。本项目的研究不仅具有重要的理论价值，而且具有巨大的实用价值。 |

1. 课题的主要内容及要求（要求详实、具体、准确）

|  |
| --- |
| 本课题的研究内容主要分为以下几个方面：   1. 查阅国内外文献，了解目前的可搜索加密技术以及加密数据查询技术 2. 通过现有的渠道，了解云平台的部署方式 3. 选择合适的加密算法，对客户端上传到云端的数据进行加密存储 4. 通过搜索关键字等方式对加密数据进行查询   本课题的主要要求   1. 实现云环境的部署 2. 对客户端上传到云端的信息进行加密，用户上传到云端的数据必须确保安全性 3. 对存储在云端的数据进行查找 |

1. 成品要求（包括课题主要目标及成果）

|  |
| --- |
| 1、建立云加密理论模型，对模型的可行性进行分析验证  2、选定加密方案并设计基于云计算下加密技术  3、实现从第三方向云端上传数据，并对数据进行正确搜索  4、尝试提高搜索算法性能，在大量云端数据中对信息进行搜索  5、尝试从系统模型、效率与安全性方面对算法性能进行探索和改进  6、交互界面功能齐全，美观 |

1. 课题计划进度

|  |  |
| --- | --- |
| **学生完成开题报告** | **1月18日** |
| **学生完成系统概要设计文档** | **2月12日** |
| **学生完成系统详细设计文档** | **2月19日** |
| **学生完成系统编码或仿真工作** | **3月12日** |
| **学生完成系统测试工作** | **3月17日** |
| **学生完成论文初稿** | **3月24日** |
| **中期检查** | **4月14日** |
| **预答辩** | **4月14日** |
| **完成论文定稿，并提交参与论文查重工作** | **4月18日** |
| **论文答辩** | **5月4日** |
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